Scammers use phishing to trick you into disclosing confidential information or sending money by creating fraudulent emails, websites, texts or phone calls.

5 tips
1. Be careful about clicking links in unsolicited emails and text messages.
2. Check the sender’s address or telephone number.
3. Hover your cursor over links to see where they really lead.
4. Never share your passwords.
5. Turn off your autopilot and think twice before you click.

Learn more at au.dk/en/phishing

IN 8 OUT OF 10 INSTANCES... phishing is used in connection with a cyberattack.
Source: Centre for Cyber Security